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Privacy Security Policy

m  =BPfiEiE Our Statement and Promise

RABEMEFHINAGRSIEAARIR, AERBERREE AT RELE, EHH
HES. (EF. FREFMEEFEUE, AARFRETORIESIR. Hilt, BAIHETIA
TRAAREEER.

Risen Energy values the protection of customers’ personal information and
privacy. We are committed to collecting, using, storing, and processing customer
data transparently in compliance with applicable laws, regulations, and industry
best practices, while ensuring customers have full control over their data. Below,
we outline our privacy and security policy:

B [SFATRLBIER Privacy Security Policy

+ ESiETE Compliance
HANEEEREERZINNENE, SEERRT (NEZEiX) . (PABERR
PR &, LISBRDAGERIGE. GRICE.
We strictly comply with relevant laws and regulations, including the
"Cybersecurity Law of the People's Republic of China" and the "Personal
Information Protection Law of the People’ s Republic of China," to ensure the
lawful and compliant handling of personal information.

o HIERFASIEZRS Privacy management system
HAHE T ENRIRAMEERRARATRMNEANTH, WPAGERIEE. R
7. BRFHERFHBEINE. NERATREENERTNAGER, ATFE
PR R TENENAGRNRSHIRER, YREHSEREER N4 8eEER.
We have established a privacy management system to standardize the
behaviors of Risen Energy and our suppliers, clearly outlines the procedures
for collecting, preserving, accessing, and destroying personal information.
When collecting employee information, we inform employees of the specific
contents and purposes of the collection, and obtain their consent prior to
actual use.

« & A3 Data security management team
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BAIPZ T — NS ERT]). RS ERHL. NEEROESNERJERIESERE
BENE, RENBIIELZSEENSIIE, HRERTHNESWEE.
To ensure effective information security management, we have formed a data
security management team comprising representatives from the Information
Center, Risk Control Center, and other relevant departments.

+  RESESHESE Risk and compliance management
FAVEIRFABCRANEE EERINE SEMERKAR T, HITEeEAXRIHEIIE
B, NEAIMNASEERRFAR X,
We integrate our privacy policy into our overall risk management system and
conduct comprehensive risk assessments to identify potential privacy security
risks promptly.

« BB PBHER Zero tolerance policy
HASLATEBTECR, XMHIUEREFABERRYTARBI=BRILEL S, EREERR
FOLES, PEES. FTREUHL. BRERES.
We have a zero-tolerance policy and take disciplinary action for any violation
of our privacy policy, including verbal warnings, written warnings, negative
performance appraisals, demotion, dismissal, and other measures.

m (SEUIEER(EMEE Nature and Use of Information Collected

* (SEHMiE Use of the collected information:
HAITREHT AT EAME. LIEMERANAGE: USHEXR. BlEE,. =28
B, KERE., FEFE RIS EEAIFEURRERD B EEEEE
FEER,
We may collect, process, and use personal information for various purposes,
including business operations, commercial sales, security management, job
interviews, legal requirements, protection of the company’ s legal rights, and
other operational management needs.

+ (SB35 Nature of information captured:
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AREH, B3R, ME. RSTUERERIR. SMIE
Basic information, including name, gender, service organization and title,
ID card
ARBRAST, BaEERMY
Contact information, including mobile and e-mail
BRI 2Frb EZ 5
Other information necessary for the protection of security
KERERE, Eaus. 4. £0. SHIEEEMIEHSERERS
Job applicant information, including name, gender, date of birth, ID card
or other ID number and photo, etc.
KIEERRHE. TIFRR, B35S REME RS
Job applicant’s professional and education background, work experience,
including language proficiency and other professional skills certificates
KERBBAR DT, BEEBIENARMG:
Job applicant's contact information, including mobile and e-mail
HERTIANNEUEEERER

Other information that we consider necessary

e (EEIEEERYEHN Notice of Information Collection
BB EMBRFBALUTER:
We will inform data providers about the following details:
FrRBUE R AR
The nature of the information obtained

SRRYEAA

How the information will be used
SR TSRS
Duration of Retention

ERRIFC

Protection Measures
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HANGABEHETE ARSI, EEALUREINARE. (A, REM
SOIRFANEE -
We offer data providers the following choices to determine how their
private data will be collected, used, retained, and processed:
v IEKEERES
Request for access or copying
v WEBERFEETERE, FRAHRHIAR
Consent and opt-out
v IEKEIEAERRER
Request for correction
v IEKBRETE T AR AEEMIGRIER
Request for deletion stored by the company or on our website
v EREBRATITZENT, BRUBFRSEZEZR VG ERER
BE=1
Request for data transfer to a third party in an electronic and
machine-readable format, if necessary and technically feasible

B EPIXF Customer Rights
RAERRE PSR S RESMERAE LT
Our company ensures that customers have the following rights throughout the
data lifecycle:
o IEFEM Choice
BRI EEREELURIMARIKER. £/, REBFILE,
Customers can decide how their data is collected, used, retained, and
processed.
o [EEWH Consent
R SRR = ERAY "IEFEIA (Opt-in) " EE.
Explicit opt-in consent is required before data collection.
ZFERERHEIRRY (Opt-out) EHEUEAYEER.
Customers can opt-out of the use of their data at any time.
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o iBEISEIE Access and Correction
BEFEREXIBAAEFEREEE.
Customers can request access to their data held by the company.
BEFBENEREIENERITEUE,
Customers can request correction of inaccurate data.
o HUEEHISMIFR Data Portability and Deletion
B ENRERESIERERE MRS IR,
Customers can request their data to be transferred to other service providers.
BEFEREKRBBREEGE.

Customers can request deletion of their data.

m  EiEFE5S(RIA Data Retention and Protection

o (EE{X7ZHEPR Data Retention Period:
HANSEEFPWSHARIEEEREE, FERFEPER, IIHRIRSHIERIEASSE
FRRGEMER, MNMREFEHRIEMREEHEARNRATNOKS, FIEHEXNN
NERUHZIREA IRVEUEMRR AR R GRR AR,
We retain customer information for as long as the account remains active in
our system to ensure service continuity and compliance with applicable
regulations. If a customer actively requests to delete or deactivate their
account, all associated personal information will be permanently removed
from our system in accordance with our data deletion procedures.

«  EUR{RIPIEHE Data Protection Measures:
RAGRIP: ERIIERA, fIERERSYU(TLS), EEmEREPRFEINTNAR
B SFEER AR, HOERNEEGERLEISIRIENARSE, 7
BiXL RS EARE IR L REERIPANRIER.
Technical Protection: We use encryption technologies, such as Transport Layer
Security (TLS), to safeguard your personal data during transmission. When
storing your personal data, we utilize computer systems with restricted access,
deployed in facilities protected by physical security measures.
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c REFMGE: ABLLERZEEMRIRE, BIIHE T TEIREN AN STR
K., ERENNERZEEH, HNSFRRREZEEINOAE, RITEZEFSE.
Security Incident Handling: To prevent information security incidents, we have
established comprehensive early warning mechanisms and contingency plans.
In the event of a personal information security incident, we will notify
customers promptly in strict accordance with applicable laws and regulations.

«  FBEFHIN BIBEHTELOIRE=SHEITFIRERHT, HERFABRIISE
W, FREHITOERNSTATERE, LBRMAGRNZEME AR,
Third-party audits: We conduct third-party audits and internal audits at least
once a year to assess our compliance with the privacy policy. We make
improvements and necessary adjustments to ensure the safe and lawful use of
personal information.

«  ZEERF) RTWRRTREEREIFHEBRENN. &§#X 1T ARED—FFF
RIXZzEEI, AETREREEZENIBNHEE, FEERREEREN. FER

BR. NEEEGS,
Security awareness training: Employees are required to participate in security
information training and sign confidentiality agreements. IT staff undergo
security training sessions at least twice a year, covering topics such as
information security emergency response policy training, information security
framework analysis training, information security awareness, and phishing
drills.

B BRI Monitoring of Secondary Data Use

BB HSIRE PR BTEHEWENBR, FEEREREE B AR
BEFHERESRAT ORBELLS. B, ERXEEFHBESNER T, fo8E
PEUERTHEAZXAER. FAVREFRFER, NRRERETRABENER, BATHE
BIEXLLR), FRefSEmrEHERRIFEM.

Our company strictly limits the use of customer data to the purposes for which it
was originally collected. We currently monitor the proportion of customer data
used for any secondary purposes through our internal data governance system. At
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present, no customer data is used for secondary purposes without explicit
consent. We are committed to transparency and, should such data use occur in
the future, we will publicly disclose the proportion and ensure it complies with
applicable data protection regulations.

2aEiEkA| / Current Percentage: [0%)]

B SE=HEEHEBER Third-Party Disclosure Policy

REKEESHIE=S (BFEHNE. SRk, 2HEIWE) IREFEER, ™8
ETEREEZIN, MRSV ESFFEEEERIER MRE, FRN&IMIIZEN
RN, FrEEbos /B TRFNERRIFIVE, REEFER, AEFASKBENARGR
BTSSR BRTTRAIRIE.

We are committed to strictly complying with applicable laws and regulations when
exchanging customer information with any third party (including suppliers,
partners, and public authorities). Information will only be disclosed when legally
required or strictly necessary for business purposes, following the principles of
data minimization and security. All recipients must adhere to equivalent data
protection standards, and the company will not use or share personal information
for purposes beyond the original intent without customer consent.

RS, B EEESHNEEERE, BIBESEERRIFEFHNNAGEREFEFA
N, NEFRAEHIIRSFIRE.

We firmly believe that by fully implementing the above management policy, we
can effectively safeguard our clients’ personal information security and privacy
rights. This commitment enables us to provide our clients with trustworthy
services and protection.
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